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# Увод

Развој модерних оперативних система прати стална потреба за ефикасним управљањем и складиштењем података. Windows NTFS (New Technology File System), као напредни систем датотека, увео је бројне функције које превазилазе класичан концепт чувања података у датотекама. Једна од тих функција јесу алтернативни стримови података (Alternate Data Streams – ADS).

Алтернативни стримови представљају механизам који омогућава да се у оквиру једне датотеке, поред главног садржаја, чувају додатни подаци који нису видљиви уобичајеним начинима приказа, као што су Windows Explorer или стандардне команде за рад са датотекама. Иако првобитно намењени за компатибилност са Apple HFS системом, ADS су током времена нашли примену у различитим областима — од складиштења метаподатака до злоупотребе у виду скривеног чувања злонамерних програма.

У овом раду биће представљен концепт ADS-а, њихова примена, предности, као и безбедносни ризици који произилазе из њихове злоупотребе.

# NTFS систем датотека

## Основне карактеристике

Нови технолошки систем датотека (NTFS) је подразумевани систем датотека за савремене оперативне системе (OS) засноване на Windows-у. Он пружа напредне функције, укључујући безбедносне дескрипторе, енкрипцију, квоте на диску и подршку за богате метаподатке, чиме се унапређују и безбедност и управљање подацима. Поред тога, NTFS се беспрекорно интегрише са заједничким волуменима кластера (CSV), омогућавајући високо доступно складиште којем више чворова у кластеру са преузимањем у случају отказа може истовремено приступати. Ова интеграција обезбеђује континуирану доступност података и отпорност.

## Предности у односу на друге системе датотека

### Повећана поузданост

NTFS повећава поузданост одржавањем дневника заснованог на трансакцијама и информацијама о контролним тачкама. Уколико дође до отказа система, NTFS користи овај дневник да аутоматски обнови конзистентност система датотека током следећег покретања, минимизујући ризик од губитка података. Када се открије лош сектор, NTFS динамички премапира погођени кластер на исправан, означава оригинални кластер као неисправан и обезбеђује очување података. На пример, након пада система, NTFS може обновити измене репродукујући свој трансакциони дневник, чиме се помаже у очувању интегритета података и смањењу застоја.

NTFS садржи функцију под називом „self-healing NTFS“, која аутоматски открива и поправља мања оштећења система датотека у позадини, без потребе да се волумен искључи. Ова проактивна метода помаже у очувању интегритета података и минимизује прекиде у раду корисника и апликација.

За значајнија оштећења система датотека, алатка **chkdsk** може скенирати и поправљати NTFS волумене док су они још увек на мрежи, чиме се смањује застој. Једини период када волумен може бити недоступан јесте током фазе неопходне за обнову конзистентности података. Када се NTFS користи са CSV, поправке се могу извршавати без икаквог застоја, обезбеђујући континуирану доступност.

### Повећана безбедност

Детаљна контрола приступа помоћу ACL-ова: NTFS омогућава додељивање детаљних дозвола за датотеке и фасцикле коришћењем листа за контролу приступа (Access Control Lists) (ACLs). Могуће је одредити којим корисницима и групама је омогућен приступ, дефинисати врсту приступа као што су читање, писање или измена, и прилагодити безбедност захтевима организације.

Интегрисана подршка за BitLocker Drive Encryption: NTFS беспрекорно ради са BitLocker Drive Encryption у циљу заштите осетљивих података на волуменима. BitLocker примењује безбедносне функције засноване на хардверу, као што је Trusted Platform Module (TPM), како би обезбедио енкрипцију уређаја, штитећи податке чак и ако је диск уклоњен и инсталиран у други систем. Ово помаже у спречавању неовлашћеног приступа и корисничким подацима и критичним системским датотекама.

### Подршка за велике волумене

NTFS подржава велике волумене, при чему су максималне величине одређене и верзијом Windows-а и изабраном величином кластера. На Windows Server 2019 и новијим, као и Windows 10 верзија 1709 и новијим, NTFS волумени могу бити велики и до 8 петабајта (PB). Раније верзије Windows-а подржавају волумене величине до 256 терабајта (TB). Стварна максимална величина волумена и датотеке зависи од величине кластера и укупног броја кластера које NTFS подржава (до 2³² – 1 кластера). Следећа табела приказује највеће подржане величине волумена и датотека за сваку величину кластера:

|  |  |
| --- | --- |
| Величина кластера | Максимална величина волумена |
| 4 KB | 16 TB |
| 8 KB | 32 TB |
| 16 KB | 64 TB |
| 32 KB | 128 TB |
| 64 KB | 256 TB |
| 128 KB | 512 TB |
| 256 KB | 1 PB |
| 512 KB | 2 PB |
| 1024 KB | 4 PB |
| 2048 KB | 8 PB |

### Максимална дужина имена датотеке и путање

NTFS подржава дуга имена датотека и проширене путање, са следећим максималним вредностима:

* Подршка за дуга имена датотека, са уназадном компатибилношћу: NTFS подржава дуга имена датотека, чувајући на диску 8.3 алијас (у Unicode формату) ради компатибилности са системима датотека који намећу ограничење од 8.3 за имена датотека и екстензије. По потреби, из разлога перформанси, можете селективно онемогућити 8.3 алијасе на појединачним NTFS волуменима у Windows Server 2008 R2, Windows 8 и новијим верзијама Windows оперативног система. У Windows Server 2008 R2 и новијим системима, кратка имена су подразумевано онемогућена када се волумен форматира помоћу оперативног система. Ради компатибилности апликација, кратка имена су и даље омогућена на системском волумену.
* Подршка за проширене путање: Многе Windows API функције имају Unicode верзије које омогућавају проширену путању дужине приближно 32.767 карактера. Та укупна дужина премашује ограничење путање од 260 карактера које дефинише MAX\_PATH подешавање. За детаљне захтеве у вези са форматом имена датотека и путања, као и упутства за примену проширених путања, видети „Naming files, paths, and namespaces“.
* Кластерисано складиште: Када се користи у кластерима са преузимањем у случају отказа, NTFS подржава континуирано доступне волумене којима може истовремено приступати више чворова кластера када се користи са CSV системом датотека.

### Флексибилна алокација капацитета

Ако је простор на волумену ограничен, NTFS пружа следеће начине за рад са капацитетом складишта сервера:

* Коришћење квота диска за праћење и контролу употребе простора на диску на NTFS волуменима за појединачне кориснике.
* Коришћење компресије система датотека ради максимизовања количине података који се могу сачувати.
* Повећање величине NTFS волумена додавањем недодељеног простора са истог диска или са другог диска.
* Монтирање волумена у било коју празну фасциклу на локалном NTFS волумену ако понестане слова дискова или је потребно креирати додатни простор који је доступан из постојеће фасцикле.

# Појам алтернативних стримова података (ADS)

Алтернативни токови података (Alternate Data Streams – ADS) представљају функцију NTFS-а која омогућава да једна датотека садржи више токова података. Сваки ток може чувати различите врсте информација, које нису видљиве у традиционалним прегледима датотека. Ова функција се може користити у разне сврхе, као што су прикачињање метаподатака или чување додатних информација без измене примарног садржаја датотеке. Разумевање ADS-а је од кључне важности за стручњаке за безбедност информационих технологија и програмере, јер утиче на начин на који се подаци управљају и обезбеђују у оквиру NTFS-а.

### Историја ADS-а

Концепт алтернативних токова података (ADS) вуче корене из развоја Apple-овог хијерархијског система датотека (HFS), који је уведен 1985. године. HFS је био дизајниран да одговори на потребе Macintosh оперативног система, који је захтевао начин за складиштење комплексних датотека са два дела: data fork и resource fork.

Data fork је садржавао примарни садржај, док је resource fork чувао додатне метаподатке, као што су иконе, мени ресурси и информације специфичне за апликације. Овај систем омогућавао је Macintosh апликацијама да управљају датотекама са већом сложеношћу и функционалношћу, чувајући истовремено примарне податке и повезане метаподатке.

Инспирисани могућностима HFS-а, други системи датотека почели су да усвајају сличне приступе за управљање вишеструким токовима података. Та еволуција довела је до развоја NTFS-а од стране Microsoft-а почетком 1990-их, који је укључио увођење ADS-а ради одржавања компатибилности са HFS-ом и подршке за напредне функције управљања подацима.

ADS у NTFS-у омогућио је да једна датотека садржи више токова података, чиме је створен разноврснији и сложенији систем складиштења. Ова функција је била посебно корисна за очување метаподатака, побољшање функционалности апликација и олакшавање међуплатформске компатибилности, одражавајући шири тренд у дизајну система датотека ка подршци богатим и вишеслојним структурама података.

### ADS у другим системима датотека

Иако је фокус овог рада на ADS у NTFS-у, низ других система датотека и технологија складиштења има сличне могућности за подршку вишеструких токова података или проширених атрибута. Ево неколико примера:

* HFS+ (Hierarchical File System Plus): Користи се у старијим верзијама macOS-а, HFS+ подржава resource forks, који су слични ADS-у. Resource fork омогућава чување додатних метаподатака и атрибута поред главног data fork-а датотеке.
* APFS (Apple File System): Новији систем датотека који користе macOS и iOS, APFS подржава проширене атрибуте (extended attributes), сличне функционалности као ADS. Ови проширени атрибути омогућавају прикачиње додатних метаподатака датотекама без измене примарних података.
* ReFS (Resilient File System): Новији систем датотека развијен од Microsoft-а, ReFS такође подржава проширене атрибуте, иако не користи ADS у истој мери као NTFS. ReFS је фокусиран на интегритет података, скалабилност и отпорност на корупцију података.
* Ext2/Ext3/Ext4 (Extended File Systems): Користе се у Linux оперативним системима и подржавају проширене атрибуте (xattr), који могу чувати додатне метаподатке повезане са датотекама. Ови атрибути се могу користити у разне сврхе, као што су безбедносне ознаке, кориснички подаци и системске информације.
* Btrfs (B-tree File System): Још један Linux систем датотека, Btrfs подржава проширене атрибуте, обезбеђујући сличну функционалност као ADS тако што омогућава прикачиње додатних метаподатака датотекама.
* ZFS (Zettabyte File System): Користи се у различитим оперативним системима, укључујући Solaris и неке Linux дистрибуције, ZFS подржава проширене атрибуте и пружа робусну платформу за управљање подацима и складиштење.

Иако ови системи датотека нуде сличне функције, имплементација и случајеви употребе вишеструких токова података или проширених атрибута могу да варирају. Разумевање ових могућности у различитим системима датотека помаже у ефикасном управљању и обезбеђивању података на различитим платформама.

### Како ADS функционише у NTFS-у

У NTFS-у, свака датотека може имати један примарни ток података и више алтернативних токова. Примарни ток представља главни садржај датотеке, док алтернативни токови могу чувати додатне податке. Ови токови нису видљиви у стандардним листама датотека и могу се приступити само помоћу специфичних алата или API-ја. Синтакса за приступ ADS-у подразумева додавање двотачке и имена тока на путању датотеке (нпр. file.txt:stream). Ова функција је дубоко интегрисана у NTFS, омогућавајући разноврсне примене, али истовремено компликује управљање подацима и безбедност.

# Безбедносне импликације ADS-а

### Легитимне примене ADS-а

Честа легитимна употреба ADS-а у софтверу и системским процесима:

* Чување метаподатака датотеке: ADS може чувати метаподатке као што су информације о аутору, наслови или описни текст без измене главног садржаја датотеке.
* Побољшање функционалности: Неке апликације користе ADS за чување конфигурационих података, минијатура или других додатних информација.
* Системски процеси: Windows користи ADS за чување информација на нивоу система, као што су индексни атрибути и безбедносни дескриптори, чиме се повећава ефикасност рада система.

### Ризици ADS-а

ADS се могу злоупотребити за скривање података и малвера, јер нису видљиви у стандардним листама датотека. Злонамерни актери могу искористити ову функцију да уграде штетни код у ADS, што отежава његово откривање. Пошто ADS може чувати податке без измене величине или изгледа примарне датотеке, они представљају привлачан алат за прикривање злонамерних активности..

Примери малвера и безбедносних инцидената који користе ADS:

* Тројански програми: Малвер се може скривати у ADS-у, заобилазећи традиционалне антивирусне скенове.
* Изношење података (Data exfiltration): Нападачи могу користити ADS за складиштење и пренос осетљивих информација без откривања.
* Механизми упорности: Малвер може користити ADS да остане скривен и функционалан чак и након безбедносних скенова и поновних покретања система.

Откривање злонамерне употребе ADS-а је тешко због њихове скривене природе. Традиционални алати за управљање датотекама не приказују ADS, па су потребни специјализовани алати и технике за идентификацију њиховог присуства. Безбедносни стручњаци морају бити опрезни и користити напредне методе за скенирање и анализу ADS-а како би ублажили ове ризике.

# Откривање и управљање ADS-ом

Алати и технике за идентификацију ADS-а у систему датотека:

* Streams од Sysinternals: Бесплатан алат посебно дизајниран за листање ADS-а за датотеке и директоријуме на NTFS системима датотека.
* PowerShell скрипте: Прилагођене скрипте могу претраживати и набрајати ADS у систему датотека.
* Форензички алати: Неки специјализовани дигитални форензички алати могу детаљније откривати и анализирати ADS:
* X-Ways Forensics: Комерцијални форензички софтвер који укључује функције за откривање и анализу ADS-а у NTFS волуменима.
* FTK (Forensic Toolkit) од AccessData: Свеобухватан форензички алат који може откривати и анализирати ADS као део своје обимне анализе система датотека.
* The Sleuth Kit (TSK): Отворени форензички алат који се може користити за анализу NTFS система датотека, укључујући детекцију ADS-а.
* Autopsy: Отворена платформа за дигиталну форензику која користи Sleuth Kit и друге форензичке бекендове, са графичким корисничким интерфејсом (GUI) и подршком за откривање ADS у NTFS системима датотека.
* OSForensics од PassMark Software: Форензички алат са могућностима идентификације и анализе ADS-а, уз широк спектар других дигиталних форензичких функција.

Најбоље праксе за скенирање и управљање ADS-ом у безбедносним ревизијама:

* Редовно скенирање ADS-а користећи посебне алате и скрипте: Конзистентно користите специјализовани софтвер као што су Sysinternals Streams и PowerShell скрипте за рутинске провере система датотека. Редовни прегледи помажу у откривању скривених токова података који могу представљати безбедносну претњу.
* Спровођење политика које ограничавају коришћење ADS-а за непотребне сврхе: Успоставите јасне смернице које ограниче употребу ADS-а на специфичне, легитимне функције у оквиру организације. Смањењем непотребне употребе ADS-а минимизујете ризик да ови токови података буду злоупотребљени.
* Едукација запослених о потенцијалним ризицима и правилном управљању ADS-ом: Организујте тренинге ради подизања свести запослених о опасностима повезаним са ADS-ом и најбољим праксама за њихово управљање. Информисано особље боље препознаје сумњиве активности и предузима одговарајуће мере за заштиту интегритета података.

### Студије случаја о откривању и управљању ADS-ом у корпоративним окружењима

Проналажење конкретних студија случаја о откривању и управљању ADS-ом у различитим корпоративним окружењима је изазовно због потребне опрезности у ИТ безбедности компанија, али постоје неки примери и дискусије који истичу значај и примену техника управљања ADS-ом. Ови примери показују критичну улогу проактивног управљања ADS-ом у различитим секторима, наглашавајући потребу за редовним скенирањем, применом политика и едукацијом особља ради заштите од скривених претњи које ADS могу представљати.

* Финансијски сектор: У финансијском сектору, ADS су коришћени од стране аутора малвера за скривање злонамерних компоненти. Студија Института за софтверско инжењерство описује како финансијске институције користе напредне алате за детекцију како би скенирале скривене ADS, који могу садржати малвер или износити податке без откривања. Редовним скенирањем ADS, финансијске институције могу идентификовати и ублажити ове скривене претње, чиме побољшавају свој укупни ниво сајбер безбедности.
* Здравствени сектор: У здравственом сектору спроведене су и снажно препоручене строге ADS политике како би се спречило неовлашћено складиштење података и смањили безбедносни ризици. На пример, здравствене организације примењују напредне технике анализе података за откривање аномалија у токовима података, укључујући ADS, које могу указивати на преварантске активности или неовлашћено складиштење података. Ове проактивне мере помажу у очувању интегритета осетљивих података пацијената и обезбеђивању усаглашености са прописима о заштити података.
* Корпоративна окружења: Корпоративна окружења се фокусирају на едукацију ИТ особља о ризицима и методама откривања повезаним са ADS-ом. Спровођени су програми обуке и кампање подизања свести како би ИТ запослени били оспособљени за идентификацију и управљање ADS-ом. Подстицањем културе континуираног учења и опрезности, корпорације су побољшале време реаговања на инциденте и укупни ниво безбедности, ефективно смањујући ризик од безбедносних инцидената који укључују ADS.

# Појам алтернативних стримова података (ADS)